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119.  (ALL) How are military records relating to sexual assaults accessed by victims, 
Department of Veterans’ Affairs, alleged assailants, law enforcement and others? (See FY12 
NDAA § 586.) 
DoD The Department of Defense Instruction (DoDI) 6495.02, Sexual Assault Prevention 

and Response (SAPR) Program Procedures, addresses the issue of military records 
relating to sexual assaults accessed by victims retained by SARCs.  Consequently, a 
Service member can contact a SARC and the SARC can assist the victim in accessing 
the requested copies of the SAPR DD Forms 2910 (election of reporting preference) 
and 2911 (forensic report).  If the member has separated or retired and is a veteran, the 
veteran can gain access to the forms through the Military Sexual Trauma (MST) 
Coordinator at the Department of Veteran Affairs.  If the member has separated and is 
not a veteran, the civilian can request their personnel records from their Service in 
accordance with the Service policy for releasing personnel records. 
 
The DD forms are retained according to the DoD policy detailed below. 
 
In the “Policy” section:  
• Document Retention for Unrestricted Reports: 

o “The SARC will enter the Unrestricted Report Form 2910, “Victim Reporting 
Preference Statement,” in the Defense Sexual Assault Incident Database (DSAID) 
or the DSAID-interface Military Service data system as an electronic record, where 
it will be retained for 50 years from the date the victim signed the DD Form 2910”. 
(p4) 

• Document Retention for Restricted Reports: 
o “The SAFE kit, which includes the DD Form 2911 or civilian forensic 
examination report, if available, be retained for 5 years in a location designated by 
the Military Service concerned”. (p5) 
o “The SARC will retain a hard copy of the Restricted Report DD Form 2910 for 
5 years, consistent with DoD guidance for the storage of personally identifiable 
information (PII).  The 5-year time frame for the DD Form 2910 will start from the 
date the victim signs the DD Form 2910.  However, at the request of a Service 
member who files a Restricted Report on an incident of sexual assault, the DD 
Forms 2910 and 2911 filed in connection with the Restricted Report will be 
retained for 50 years”. (p5) 

 Service member victims are made aware of the retention schedule upon 
completing the DD Form 2910 with the SARC or SAPR VA.  The DD Form 2910 is 
provided. 
 
The Department of Defense Instruction (DoDI) 5505.18, Investigation of Adult Sexual 
Assault in the Department of Defense, addresses the issue of military records relating 
to sexual assaults accessed by victims retained by investigators. 
 
• In Encl 2, in the Procedures (p7) requires that “MCIOs must include the DD Form 
2911, DoD Sexual Assault Forensic Examination Report, or reports from civilian 
sexual assault forensic exams conducted at civilian healthcare facilities (when DoD 
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retains jurisdiction) as part of the archived file.  If creating digital records, the DD 
Form 2911 will be uploaded as part of the archived file”. 
• Furthermore, Encl. 2, in the Procedures (p7) requires that “in accordance with 
section 586 of Reference (o), in all investigations relating to sexual assaults involving 
members of the Armed Forces; as defined in the Glossary, all physical and forensic 
evidence must be retained for a period of at least 5 years from the date of the seizure 
of the evidence. However, items gathered as evidence may be returned to their rightful 
owner prior to the 5-year period only after written evidence disposition is obtained 
from the convening authority when:  

o It is determined that the allegation is unfounded, i.e., the crime did not occur 
and/or it was a false allegation;  
o The subject is acquitted and the appeal process has been exhausted; or  
o The evidence is taken from a suspect who is later deemed to be the wrong 
person, i.e., mistaken identity.” 

USA The current Army policy governing the ability of victims, Department of Veterans’ 
Affairs, offenders, law enforcement, and others is in compliance with the 
comprehensive policy on retention and access to records set forth in Department of 
Defense Instruction 6495.03, March 28, 2013.  The current Army policy is intended to 
balance the needs to protect the privacy of victims, the need of victims and others to 
obtain records to substantiate claims filed with the Veteran’s Administration and to 
assist with civilian criminal prosecutions, and the requirement to comply with federal 
laws.  A summary of those policies and applicable regulations follows: 
 
Law Enforcement Records:   Requests for records of criminal investigations using the 
Freedom of Information Act and/or the Privacy Act can be made to the U.S. Army 
Crime Records Center, 27130 Telegraph Road, Quantico, VA 22134.  Depending on 
the requestor, various names or other identifying information on persons mentioned in 
the reports may be redacted in accordance with federal law. 
 
Health Records:  Requests to access military health records relating to sexual assault 
are regulated by the Privacy Act and the Health Insurance Portability and 
Accountability Act.   
 
Personnel Records:  Requests for personnel records relating to sexual assault are 
regulated by the Privacy Act.  
 
Department of Defense and Army regulations governing access to records are: 
• DODD 6490.04, Mental Health Evaluations of Members of the Military Services, 
4 March 2013 
 
• AR 27-10, Military Justice, 3 October 2011 
 
• AR 195-5, Criminal Investigation Evidence Procedures, 22 February 2013 
 
• AR 340-21, The Army Privacy Program, 05 July 1985 
•     AR 600-20, Command Policy, RAR 20 Sep 201201 
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USAF IAW AFI 51-201, Administration of Military Justice, (6 June 2013), paragraph 8.12, 
Confidentiality of Sexual Assault Program Records; When communications between 
an alleged victim of sexual assault and a Sexual Assault Response Coordinator 
(SARC) and/or Victim Advocate (VA) are involved, consult the confidential reporting 
program for victims of sexual assault established by DoDD 6495.01, Sexual Assault 
Prevention and Response (SAPR) Program, and Department of the Air Force Policies 
and Procedures for the Prevention of and Response to Sexual Assault.  
 
8.12.1. A victim has a privilege to refuse to disclose, and to prevent any other person 
from disclosing, a confidential communication made between the victim and a victim 
advocate, in a case arising under the UCMJ, if such communication was made for the 
purpose of facilitating advice or supportive assistance to the victim. See M.R.E. 515.  
 
8.12.2. Restricted reporting allows a sexual assault victim to confidentially disclose 
the details of his or her assault to specified individuals and receive medical treatment 
and counseling, without triggering the official investigative process. Service members 
who are sexually assaulted and desire restricted reporting under this policy may only 
report the assault to the SARC, VA or a health care provider (HCP). In cases where a 
victim elects restricted reporting, the SARC, assigned VA (whether uniformed or 
civilian), and HCPs may not disclose covered communications to law enforcement or 
command authorities, either within or outside the Department of Defense, except as 
provided by the DoDI and/or AF Policy.  
 
8.12.3. In the event confidential information as defined in paragraphs 8.12.1 and 
8.12.2 is required to be disclosed, the disclosure will be limited to information 
necessary to satisfy the purpose of the disclosure in the event an authorized disclosure 
is made.  
 
8.12.3.1. Disclosure may be made to:  
 
8.12.3.1.1. Command officials or law enforcement (including SF and AFOSI or other 
criminal investigative service) when the disclosure is authorized in writing by the 
victim; 
8.12.3.1.2. Command officials or law enforcement when disclosure is necessary to 
prevent or lessen a serious and imminent threat to the health or safety of the individual 
or another;  
8.12.3.1.3. Disability Retirement Boards and officials when disclosure by a healthcare 
provider is required for fitness for duty for disability retirement determinations, 
limited to only that information which is necessary to process the disability retirement 
determination;  
8.12.3.1.4. SARC, VAs or healthcare provider when disclosure is necessary for the 
supervision of direct victim services; and/or  
8.12.3.1.5. Military or civilian courts of competent jurisdiction when disclosure is 
ordered by a military, Federal, or State judge, or other officials or entities as required 
by a Federal or State statute or applicable U.S. international agreement.  
8.12.4. The SARC, assigned VA, and HCP will consult with the servicing legal office, 
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in the same manner as other recipients of privileged information, to determine if the 
exception criteria apply. Until those determinations are made, only non-identifying 
information should be disclosed. When there is uncertainty or disagreement on 
whether an exception applies, the matter shall be resolved IAW AFI 36-6001, Sexual 
Assault Prevention and Response (SAPR) Program, Chapter 3. 
 
While we can’t speak for the Department of Veteran’s Affairs, according to their 
website: www.va.gov; VA health care providers coordinate with each other to provide 
safe and effective treatment for the whole person.  Primary Care clinics use Patient 
Aligned Care Teams (PACTs) to provide the Veteran’s healthcare.  A PACT is a 
medical team that includes mental health experts.   
 
Additionally, IAW AFI 51-201, Administration of Military Justice, 6 June 2013, 
paragraph 9.7.1., victims of a crime punishable under Article 120, UCMJ, who 
testified during the proceedings of a special or general court-martial are entitled to a 
copy of the record of proceedings without charge as soon as the records are 
authenticated.   
 
Alleged assailants may also request copies of investigative reports and documents 
relevant to their defense in a court-martial through and with the assistance of the Area 
Defense Counsel.   
 
Law enforcement personnel may gain access to records of sexual assault by subpoena 
when authorized. 

USN Victim Access 
Victims are advised to keep the copy of the DD Forms 2910 and 2911 in their personal 
permanent records as these forms may be used by the victim in other matters before 
other agencies (e.g., Department of Veterans Affairs) or for any other lawful purpose.  
A victim needing subsequent copies of either of these forms can request them from the 
SARC who shall assist the victim in accessing the requested copies within seven 
business days.  The SARC will document this request in the DD Form 2910. 
 
 
In the case of a general or special court-martial involving a sexual assault, a copy of 
the prepared record of the proceedings of the court-martial (not to include sealed 
materials, unless otherwise approved by the presiding military judge or appellate 
court) shall be given to the victim of the offense if the victim testified during the 
proceedings.  The record of the proceedings (prepared in accordance with Navy 
regulations) shall be provided without charge and as soon as the record is 
authenticated. 
 
Medical Records 
Access to any medical record is regulated by HIPAA and the Privacy Act and is 
released with appropriate signed disclosures, upon request of the member, the treating 
provider, or under subpoena by law enforcement. 
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SAPR Records 
AS mentioned above, with proper identification, SARCs are able to provide victims 
with a copy of their Victim Reporting Preference Statement (DD Form 2910).  
Individuals seeking to determine whether information about them is contained in the 
Defense Sexual Assault Incident Database (DSAID) or seeking access to records 
about themselves should address written inquiries to the Department of Navy.  The 
Department of Navy's office designated to respond to FOIA and Privacy Act requests 
is also responsible for responding to requests for case information in DSAID.  
Requests for case information within DSAID will not be informally handled by the 
SARCs. 
 
NCIS Records 
The only records relating to sexual assaults maintained by NCIS are the Reports of 
Investigation that document an investigation conducted by NCIS.  A victim may 
request an NCIS Report of Investigation by submitting a FOIA request. 

USMC DoD is responsible for implementing standards that apply across all Services.  
As a result, we are not able to establish individual processes at this time. Currently, 
how records are “accessed” depends on the type of record sought and who is asking.  
For instance, for records that the Department of Veteran Affairs may need, a DoD 
blanket routine use could accomplish that end.  Blanket routine uses are notices to the 
public that a record held by one Federal entity may be disclosed upon request to 
another entity for certain purposes. 
  

Section 586 would require notifying victims that if they testified in a 
court-martial, they are entitled, if they ask, to a copy of the authenticated record.  
If personal information is in that document about others that would likely be 
redacted (e.g., SSN, home addresses, etc.). 
 

Law enforcement entities have the ability to access and obtain 
records when needed in performance of official duties. 
 

Assailants get access to records about themselves in the same manner a 
victim does – via the Privacy Act, and as otherwise authorized by Section 586 and 
DoD’s implementation (e.g., either pushed to them such as with providing copy of 
MPO, or upon request). 
 

Law enforcement records at this time are subject to exemptions from 
disclosure to individuals and others pursuant to a process that allows this exemption 
to apply.  Whether it will remain the same is unknown.  Another option is within the 
Privacy Act System of Records Notice itself, which can include specific routine uses 
for the information (versus the blanket routine use that applies to ALL DoD records). 
 
The following are two examples of Blanket Routine Uses that currently exist: 
 
•  “A record from a system of records maintained by a DoD Component may be 

disclosed as a routine use to a federal, state, or local agency maintaining civil, 
criminal, or other relevant enforcement information or other pertinent 
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information, such as current licenses, if necessary to obtain information relevant 
to a DoD Component decision concerning the hiring or retention of an employee, 
the issuance of a security clearance, the letting of a contract, or the issuance of a 
license, grant, or other benefit.” 
 

•  “A record from a system of records maintained by a DoD Component may be 
disclosed to a federal agency, in response to its request, in connection with the 
hiring or retention of an employee, the issuance of a security clearance, the 
reporting of an investigation of an employee, the letting of a contract, or the 
issuance of a license, grant, or other benefit by the requesting agency, to the 
extent that the information is relevant and necessary to the requesting agency’s 
decision on the matter.” 

USCG a)   In accordance with Freedom of Information Act (FOIA), copies of CGIS 
investigations that are available to those who have a right to receive such information 
may be obtained by following the necessary steps provided on the USCG FOIA 
homepage (http://www.uscg.mil/foia/). Additional guidance regarding FOIA policy 
within the USCG may be obtained at http://www.uscg.mil/lsc/foia.asp. Transparency 
is routinely balanced with FOIA and Privacy Act requirements in the release of all 
records. 
 
b)  With regard to other law enforcement agencies requesting CGIS reports of 
investigation, those requests are processed through the CGIS Case Management 
section, CGIS Headquarters Office, Arlington, VA. Information sharing between law 
enforcement agencies is essential for success in investigations.  Information needed to 
assist law enforcement agencies is 
released with instructions related to the handling of those documents to ensure for 
privacy. No unauthorized release of information is permitted. 
a.   Law enforcement agency representatives are instructed that the information 
contained within the investigative report may be disclosed to other personnel if their 
official duties require access thereto, in accordance with the Routine Uses of the 
Privacy Act of 1974, 5 USC § 
552 (a), as amended. Any person reviewing this information is required to fill out and 
sign a disclosure record attached with the provided copy of the case file. Reproduction 
of any kind of the contents of the investigative report is prohibited for any purpose. 
b.   Once the report provided to the law enforcement agency has served the 
purpose for which it was provided, the entire case package, with transmittal memo, 
must be returned to Coast Guard Investigative Service Headquarters, 4201 Wilson 
Blvd, # 110‐358, Arlington, VA. 

 
  


























